
Caution! Beware of Fake, Phishing and Spoof Emails 

 
We have recently become aware that somebody is sending fake, phishing and spoof emails 
with the company name ISEKI, and/or the names of ISEKI officers and employees. 
We have nothing to do with such emails. 

Latest case example : 
Somebody assuming the name of ISEKI employee and/or board member 
contact to person under the name of recruitment of attractive side business  
(Regional debt collection) to steal the personal information. 

The emails ask recipients to reply to the sender, but doing so could put you at the following 
risks and more: 

・Being victim to fraud 
・Someone stealing your personal or otherwise important information 
・Your computer being exposed to virus 

 
DO NOT RESPOND TO SUCH EMAIL, BUT DELETE IT FROM YOUR COMPUTER. 

 
ISEKI & CO.,LTD. 


